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https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/european-data-strategy_en
https://digital-strategy.ec.europa.eu/en/policies/european-approach-artificial-intelligence
https://digital-strategy.ec.europa.eu/en/library/coordinated-plan-artificial-intelligence-2021-review
https://commission.europa.eu/publications/interoperable-europe-act-proposal_en
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DG DIGIT’s role and services
DG Informatics is ready to support data spaces with existing assets and services, as well as to establish 

synergies with stakeholders active in this field to provide a more comprehensive support.



DG DIGIT’s roadmap towards a co-development approach
We help match your needs to the appropriate solution(s) via a single point of contact 





Overview of services
DG DIGIT provides a set of services and solutions divided into three layers of support to data spaces. 

Interoperability Trust & Identity Analytics







•

•

•

•

•

•

•

•

•

•

•



•

•

•

•

•

•



https://joinup.ec.europa.eu/collection/semic-support-centre/core-vocabularies#What%20are%20the%20Core%20Vocabularies
https://github.com/smart-data-models/dataModel.CPSV-AP/tree/3486dcb045091626be9c1962dd24152eaf62f4b3


https://academy.europa.eu/courses/wikibase-and-semantic-mediawiki-for-data-driven-semantics
https://kohesio.ec.europa.eu/en/
https://joinup.ec.europa.eu/collection/semic-support-centre/era-convinced-cost-efficiency-ldes
https://joinup.ec.europa.eu/collection/semic-support-centre/personal-data-spaces


https://joinup.ec.europa.eu/collection/semic-support-centre/personal-data-spaces




https://data.europa.eu/en
https://www.itb.ec.europa.eu/docs/guides/latest/validatingXML
https://www.itb.ec.europa.eu/itb










The TESTA 
network 
service provides
a backbone 
network for data 
exchange 
between a wide
variety of public 
administrations.

Coming soon

The EU Digital 
Identity wallet 
will be the result 
of the revision of 
eIDAS.











CORE SERVICES  facilitate cross-border/ cross-sector technical interoperability among heterogeneous information systems

SOFTWARE STAKEHOLDER MANAGEMENT
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OPERATIONS

Managed ServicesSample software

ENABLING SERVICES  enable the adoption of the core services ENHANCING SERVICES enhance customer experience
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Shorter approval times, thanks to 
faster document signing processes, 
which leads to higher satisfaction 

rates.
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CORE SERVICES  facilitate cross-border/ cross-sector technical interoperability among heterogeneous information systems

SOFTWARE STAKEHOLDER MANAGEMENT

Onboarding Follow-upSupportTesting

OPERATIONS

Managed ServicesSample software

ENABLING SERVICES  enable the adoption of the core services ENHANCING SERVICES enhance customer experience

TECHNICAL SPECIFICATIONS

European Profiles Implementing Acts
Implementing 

Guidelines

STANDARDS OF ESOs

CEN Standards ETSI Standards

Service desk
ETSI Signature 

Conformance Checker

eSignature validation test 
cases

List of trusted listsDigital Signature Services  
(DSS) e-signature tool
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ITT

TLSO Community
TI

Monitoring of national 
trusted lists
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Trusted List Browser (EU 
Trust Services Dashboard)
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TL-Manager tool for 
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eDelivery enables the 
exchange of documents and 
data among heterogeneous 
information systems using a 

standardized protocol, thereby 
laying the foundation for cross-

domain and cross-project 
interoperability.

eDelivery ensures data 
integrity and confidentiality in 

every transmission through the 
use of digital signatures and 
encryption. eDelivery also 

guarantees legal assurance and 
accountability by mandating 

that the recipient of a message 
must send a digitally signed 

acknowledgement of receipt 
for every message received.

Because this is a vendor and 
platform neutral solution, its 

specifications are not 
proprietary or controlled by 

one vendor alone. Also, 
eDelivery is available in 
multiple products and 

solutions from different 
vendors you can choose from.

eDelivery supports multiple 
types of data exchanges and is 

easy to adjust to each 
organisation’s needs, since it 

can be configured using 
parameters and doesn’t solely 

rely on programming.
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CORE SERVICES  facilitate cross-border/ cross-sector technical interoperability among heterogeneous information systems

SOFTWARE STAKEHOLDER MANAGEMENTOPERATIONS SERVICES

ENABLING SERVICES  enable the adoption of the core services ENHANCING SERVICES enhance customer experience

Onboarding services (for 
stakeholders)

Community management 
services

Supporting servicesTesting services

Training & Deployment

Managed services
Sample software maintained by 

the EC

Service Desk

Connectivity testing

Conformance testing

Public Key 
Infrastructure (PKI Service)

Access Point (AP)

Service Metadata Publisher 
(DomiSMP)

Service Metadata 
Locator (DomiSML)

Self-assessment 
tool

Onboarding of new 
stakeholders

Developers 
community

Service Metadata 
Locator (SML Service)

Cost estimation 
tool

Market guide

STANDARDS OF SOsTECHNICAL SPECIFICATIONS

Access point 
specifications

SMP specifications SML specifications
Security control 

guidance
Trust models guidance

Guidance on digital 
certificates

Standards monitoring















Holder Wallet Conformance 
testing v2

CORE SERVICES  facilitate cross-border/ cross-sector technical interoperability among heterogeneous information systems

SOFTWARE STAKEHOLDER MANAGEMENT

Stakeholders 
follow-up  & 
onboarding

Community

management 
services

Supporting 
services

OPERATIONS

ENABLING SERVICES  enable the adoption of the core services ENHANCING SERVICES enhance customer experience

TECHNICAL SPECIFICATIONS

Implementing 
Acts & Guidelines

STANDARDS OF ESOs

ISO Standards
Other 

international 
standards

1st line support to Node and 
Software providers

EBSI Trusted Issuers 
Registry

LEGEND

Managed 
services

EBSI Trusted Schemas 
Registry

Standard ledger registry 
capability

Node Setup support

Node onboarding service

New Use Case impact 
assessment

Use Case Pilot community

This category of service is 
provided (or will be in the future)

This category of service is not 
(and will not be) provided

This service will be provided in 
the future

Sample 
Software

EBSI Node Software Image

Testing 
services

EBSI Node Connectivity 
Testing

Entreprise Wallet 
Conformance testing v2

Node telemetry & 
monitoring

Use Case profiles

EBSI Verifiable Credentials 
Profile

W3C verifiable Credentials 
and DID

OIDC protocol

Verifiable Credential 
Validator (self-service)

DID resolver (self-service)

Use Case- specific libraries

EBSI Use Case Piloting 
Service

Wallet Provider community

Trainings, webinars

Open Innovation Events

Node Operators: ISO 27001

Node Operator 
Guidelines

Minimum Technical 
Requirements, SLAs & 
operational guidelines

Verifiable Credentials 
implementation toolkits







•

•

•

•

•

•

•

•

•

•



CORE SERVICES  facilitate cross-border/ cross-sector technical interoperability among heterogeneous information systems

SOFTWARE STAKEHOLDER MANAGEMENT

Stakeholders 
follow-up

Community

management 
services

Supporting 
services

Testing services

OPERATIONS

Managed servicesSample software

ENABLING SERVICES  enable the adoption of the core services ENHANCING SERVICES enhance customer experience

TECHNICAL SPECIFICATIONS

European Profiles
Implementing 

Acts
Implementing 

Guidelines

STANDARDS OF ESOs

CEN Standards ETSI Standards

TESTA help deskNetwork services

LEGEND

Security related services 
(e.g. PKI services)

Mail relay services and 
Secured mail services

Secured FTP, NTP and DNS 
services

Web portal services and 
cooperation tools 

Hosting services

TESTA Network and Security 
Operations services

Consultancy services

Stakeholder meetings

Project and Service 
Management services

TESTA community

This category of service is 
provided (or will be in the future)

This category of service is not 
(and will not be) provided

This service will be provided in 
the future





Contact: DIGIT-DATA-SERVICES@ec.europa.eu

mailto:DIGIT-DATA-SERVICES@ec.europa.eu


Ready-to-use
data analytics stack and support

Six months free of charge service
for the EU public sector

Cloud platform based on
open-source tools







https://joinup.ec.europa.eu/collection/semic-support-centre/data-spaces



